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Issues, Concerns, and 

Resolutions

July 17, 2025

Communications & Liaison - Stakeholder Liaison

National Public Liaison



Communications & Liaison - Stakeholder Liaison
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Discussions from prior meetings…and more

• IRS statement on delay in processing some electronic payments

https://www.irs.gov/newsroom/irs-statement-on-delay-in-processing-some-electronic-payments


All webinars take place at 2:00pm Eastern

National Webinars

A shrinking woThursday, July 31, 2025

Understanding Form 2290  - – Heavy Highway Vehicle Use Tax

YouTube recordings @IRSVideos: IRS Webinars - YouTube
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https://www.youtube.com/playlist?list=PLvDH25MKBe1fGUljMLr_bQB3DgWULhS3R


IMRS Collector Issues 

Collector issues are the vehicle we use to gather suggestions on new 
legislation or  specialized topics. Examples include:
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• One Big Beautiful Bill (OBBB)

• Modernizing Payments / Elimination of paper checks

• Information Return Intake System (IRIS)

• Digital Assets

• Document Upload Tool (DUT)

• Form 1099-K (American Rescue Plan)

• Employee Retention Credit

• Tax Pro Account



Data Breach

Tax schemes/scams

Disaster Assistance

Payment Options
Online Tools

Outreach Priorities5
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National Public Liaison / Data Breach Statistics

Data Breach & Identity Theft By The Numbers

Tax Firm Data Breaches

Tax Pros Affected

JULY 16, 2024 JULY 16, 2025

212

339

661

842

Tax Firm Data Breaches Tax Pros Affected

JULY 16, 2024

JULY 16, 2025

231,914

349,522

Taxpayers Affected

Taxpayers Affected
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National Public Liaison / Data Breach Statistics

JUNE 25, 2025

JULY 16, 2025

329,209

349,522

Taxpayers Affected

Taxpayers Affected

Data Breach Change Since Our Last Meeting 6-25-25

Tax Firm Data Breaches

Tax Pros Affected

JUNE 25, 2025 JULY 16, 2025

310 339

784 842

Tax Firm Data Breaches Tax Pros Affected



Your local Stakeholder Liaison (SL) & provide 
details promptlyContact

• Guidance from your local Stakeholder Liaison

• Pub. 5293 Data Security Resource Guide for Tax Professionals

• Pub. 4557 Safeguarding Taxpayer Data: A Guide for Your 
Business and the IRS Data Breach webpage

Follow

A Written Information Security Plan (WISP).  Follow the guidance in:

• Pub. 5709 How to Create a Written Information Security Plan for 
Data Safety

• Pub. 5708 Creating a Written Information Security Plan for your 
Tax & Accounting Practice

Establish
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Reporting a Data Breach or Ransomware Attack



Find Your Local Stakeholder Liaison

STAKEHOLDER LIAISON LOCAL CONTACTS

Stakeholder Liaison Area Phone Email

Area 2

(CT, DE, MA, MD, ME, NH, NJ, NY, PA, RI, VT)
(412) 404-0151 CL.SL.Area.2@irs.gov

Area 3

(AL, DC, IA, IL, IN, KY, MI, NC, OH, TN, VA, WV)
(405) 982-6640* CL.SL.Area.3@irs.gov

Area 4

(AR, FL, GA, LA, MS, PR, SC, TX, and U.S. VI)
(228) 213-5028* CL.SL.Area.4@irs.gov

Area 5

(CA, HI, ID, MT, NV, WY)
(203) 492-8630 CL.SL.Area.5@irs.gov

Area 6

(AK, AZ, CO, KS, MN, MO, ND, NE, NM, OK, OR, 

SD, UT, WA, WI)
(206) 946-3703 CL.SL.Area.6@irs.gov

www.irs.gov Search: Stakeholder Liaison      
*new numbers
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